|  |  |  |
| --- | --- | --- |
| **Cyber Security Strategy – around $230 million to enable innovation, growth and prosperity** | | |
|  | **Funding *(four years)*** | **Lead *(Australian Government agency)*** |
| **A national cyber partnership** | | |
| New facility for the Australian Cyber Security Centre (ACSC) to enable its growth and partnerships with the private sector | $38.8 million | Defence Portfolio *(Australian Signals Directorate – part of the ACSC)* |
| **Strong cyber defences** | | |
| Joint cyber threat sharing centres and online threat sharing portal | $47.3 million | Attorney-General’s Portfolio  *(CERT Australia – part of the ACSC)* |
| National voluntary good practice guidance for cyber security | $1.6 million | Attorney-General’s Portfolio *(CERT Australia – part of the ACSC)* |
| Small business grants for improved cyber security | $15 million | Industry, Innovation and Science Portfolio *(Department of Industry, Innovation and Science)* |
| Increase the Government’s Computer Emergency Response Team’s (CERT Australia) capability and capacity | $21.5 million | Attorney-General’s Portfolio *(CERT Australia – part of the ACSC)* |
| Expand the Government’s exercising programme to include non-Government partners | $2 million | Attorney-General’s Portfolio *(CERT Australia – part of the ACSC)* |
| Increase the Government’s cybercrime intelligence and analysis capability and capacity | $16 million | Attorney-General’s Portfolio *(Australian Crime Commission – part of the ACSC)* |
| Increase the Government’s cybercrime investigation and response capability and capacity | $20.4 million | Attorney-General’s Portfolio *(Australian Federal Police – part of the ACSC)* |
| Rolling programme of cyber security assessments for Australian Government agencies | $1.3 million | Defence Portfolio *(Australian Signals Directorate – part of the ACSC)* |
| Increase the Government’s capacity to identify vulnerabilities in Australian Government systems | $11 million | Defence Portfolio *(Australian Signals Directorate – part of the ACSC)* |
| **Global responsibility and influence** | | |
| Strengthen Australia’s advocacy for an open, free and secure internet and increase Australia’s cyber security capacity building efforts in particular in the Indo-Pacific region | $6.7 million | Foreign Affairs and Trade Portfolio *(Department of Foreign Affairs and Trade)* |
| **Growth and innovation** | | |
| Establish a national cyber security innovation network through an industry-led Cyber Security Growth Centre | $30.5 million\* | Industry, Innovation and Science Portfolio *(Department of Industry, Innovation and Science)* |
| Enhance Data61’s cyber security programme and contribute to other relevant Strategy initiatives | $7.5 million\* | CSIRO |
| **A cyber smart nation** | | |
| Establish academic centres of cyber security excellence and programs to increase numbers of cyber security professionals in Australia | $3.5 million | Education and Training Portfolio *(Department of Education and Training)* |
| Deliver sustained national cyber security awareness raising | $10 million | Attorney-General’s Portfolio *(CERT Australia – part of the ACSC)* |

\*These initiatives are funded under the National Innovation and Science (NISA). In addition, there are a range of other NISA initiatives that will support achieving the Strategy’s objectives.  
The Defence White Paper includes up to $400 million over ten years that will improve Defence’s cyber capabilities, complementing the Government’s investment in this Strategy.